
                                                     

  
  

 

      

 

AVG® Encrypted Email 

 
AVG Encrypted Email helps prevent identity theft and security breaches at 

your company by providing complete and efficient email protection. It 
eliminates the need for sender/recipient authentication by automatically 

encrypting all inbox-to-inbox communication through a hosted, secure 
network to more easily comply with industry regulations and safeguard 

your company’s sensitive information.  
 
 

How does this benefit you? 

Policy-based encryption 

Centrally encrypt all company emails based on content, sender, and recipient for regulatory 

compliance. Emails can also be automatically encrypted if specific keywords are used in their 

subject lines, or if they’re addressed to specific domains or addresses. 

 

Transparent encryption 

Public encryption keys are automatically retrieved and distributed to enable transparent email 

encryption between all encryption customers. This requires no sender/recipient authentication 

and eliminates the need for you to build and maintain your own encryption keys. No 

investment in additional hardware or third-party software is needed. 

 

Additional encryption controls  

Emails that are sent un-encrypted can be automatically encrypted, re-routed or blocked if 

they do not comply with your company’s encryption policy. This automatically reduces the risk 

of genuine user error as well as malicious user intent. 

 

Unique, multi-device compatibility  

As well as secure PC-to-PC encryption, AVG Encrypted Email is also uniquely compatible with 

all email communications sent via BlackBerry and smartphones. 
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